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written comments by all interested
parties. Oral and written comments will
be considered equally in preparation of
the DEIS. The open house/workshops
will be held in Shreveport, Leesville,
and Baton Rouge, Louisiana, in March
2002. The dates, times, and specific
locations of the open house/workshops
will be announced at least 15 days
before each session. Persons or
organizations unable to attend the open
house/workshop sessions are invited to
submit written comments not later than
60 days from the date of this NOI to the
individual and office shown in the
addresses given above.

Dated: March 1, 2002.
Raymond J. Fatz,
Deputy Assistant Secretary of the Army
(Environment, Safety and Occupational
Health) OASA(I&E).
[FR Doc. 02–5566 Filed 3–7–02; 8:45 am]
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AGENCY: Department of the Army, DoD.
ACTION: Notice to amend a system of
records.

SUMMARY: The Department of the Army
is amending a system of records notice
in its existing inventory of records
systems subject to the Privacy Act of
1974, (5 U.S.C. 552a), as amended.

The category of records entry is being
amended to better define those
individual pieces of data contained in
the reports maintained in the system.
DATES: This proposed action will be
effective without further notice on April
8, 2002, unless comments are received
which result in a contrary
determination.
ADDRESSES: Records Management
Division, U.S. Army Records
Management and Declassification
Agency, ATTN: TAPC–PDD–RP, Stop
5603, 6000 6th Street, Ft. Belvoir, VA
22060–5603.
FOR FURTHER INFORMATION CONTACT: Ms.
Janice Thornton at (703) 806–4390 or
DSN 656–4390 or Ms. Christie King at
(703) 806–3711 or DSN 656–3711.
SUPPLEMENTARY INFORMATION: The
Department of the Army systems of
records notices subject to the Privacy
Act of 1974, (5 U.S.C. 552a), as
amended, have been published in the
Federal Register and are available from
the address above.

The specific changes to the records
system being amended are set forth

below followed by the notice, as
amended, published in its entirety. The
proposed amendments are not within
the purview of subsection (r) of the
Privacy Act of 1974, (5 U.S.C. 552a), as
amended, which requires the
submission of a new or altered system
report.

Dated: March 1, 2002.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

A0380–13 DAMO

SYSTEM NAME:
Local Criminal Intelligence Files

(February 22, 1993, 58 FR 10002).

CHANGES:

SYSTEM IDENTIFIER:
Delete entry and replace with ‘A0190–

45a DAMO’.
* * * * *

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Delete entry and replace with ‘Any
individual suspected or involved in
criminal activity directed against or
involving the United States Army.’

CATEGORIES OF RECORDS IN THE SYSTEM:
Add to entry ‘Information includes

subject’s name, aliases, addresses,
phone number, date of birth, source of
investigation, risk analysis, reports,
threat assessments, retention control
sheets, victims names, names of
informants, names of law enforcement
officers and investigators, and subject’s
group affiliations, if any.’
* * * * *

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Delete second paragraph. Any release
of information from this system of
records for law enforcement purposes is
covered under the DoD ‘Blanket Routine
Use’ for law enforcement.
* * * * *

RETRIEVABILITY:
Delete entry and replace with ‘By

individual’s name, Social Security
Number, and/or date of birth.’
* * * * *

A0190–45a DAMO

SYSTEM NAME:
Local Criminal Intelligence Files.

SYSTEM LOCATION:
At all designated Army commands,

installations and activities. Official
mailing addresses are published as an
appendix to the Army’s compilation of
systems of records notices.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Any individual suspected or involved
in criminal activity directed against or
involving the United States Army.

CATEGORIES OF RECORDS IN THE SYSTEM:
Reports and supporting documents of

criminal activity directed against or
involving the U.S. Army. Information
includes subject’s name, aliases,
addresses, phone number, date of birth,
source of investigation, risk analysis,
reports, threat assessments, retention
control sheets, victims names, names of
informants, names of law enforcement
officers and investigators, and subject’s
group affiliations, if any.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
10 U.S.C. 3013, Secretary of the Army;

Army Regulation 380–13, Acquisition
and storage of Information Concerning
Non-Affiliated Persons and
Organizations; Army Regulation 190–45,
Law Enforcement Reporting; Army
Regulation 195–2, Criminal
Investigation Activities; and E.O. 9397
(SSN).

PURPOSE(S):
To enable designated Army officials,

commanders, or civil criminal justice
agencies to meet their responsibilities
maintaining law and order through
investigation and possible judicial
action. To identify individuals in an
effort to anticipate, prevent or monitor
possible criminal activity directed
against or involving the U.S. Army.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

The DoD ‘Blanket Routine Uses’ set
forth at the beginning of the Army’s
compilation of systems of records
notices also apply to this system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records in file folders; magnetic

tape/disc, and on electronic storage
media.

RETRIEVABILITY:
By individual’s name, Social Security

Number, and/or date of birth.

SAFEGUARDS:
Only authorized personnel have

access to files. Physical security
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measures include locked containers/
storage areas, controlled personnel
access, and continuous presence of
authorized personnel.

RETENTION AND DISPOSAL:
Criminal intelligence reports and

cross-index cards belonging to the
Headquarters, Criminal Investigation
Division, are destroyed when no longer
needed, except for reports of current
operational value. These reports are
reviewed yearly for continued retention,
not to exceed 20 years, and then
destroy. The records maintained at the
Regional Headquarters are destroyed
after 5 years. Records maintained at
District, field office and elements
designated by region commanders are
destroyed after 3 years or when no
longer needed.

SYSTEM MANAGER(S) AND ADDRESS:
Deputy Chief of Staff for Operations

and Plans, Military Operations, 400
Army Pentagon, Washington, DC
20310–0400.

NOTIFICATION PROCEDURE:
Individuals seeking to determine

whether information about themselves
is contained in this system should
address written inquiries to the Deputy
Chief of Staff for Operations and Plans,
Military Operations, 400 Army
Pentagon, Washington, DC 20310–0400.

Individual should provide their full
name, Social Security Number, date of
birth, and address.

RECORD ACCESS PROCEDURES:
Individuals seeking access to

information about themselves contained
in this system should address written
inquiries to the Deputy Chief of Staff for
Operations and Plans, Military
Operations, 400 Army Pentagon,
Washington, DC 20310–0400.

Individual should provide their full
name, Social Security Number, date of
birth, and address.

CONTESTING RECORD PROCEDURES:
The Army’s rules for accessing

records, and for contesting contents and
appealing initial agency determinations
are contained in Army Regulation 340–
21; 32 CFR part 505; or may be obtained
from the system manager.

RECORD SOURCE CATEGORIES:
Subjects, witnesses, victims, Military

Police and U.S. Army Criminal
Investigation Command personnel and
special agents, informants, various
Department of Defense, federal, state
and local investigative and law
enforcement agencies, departments or
agencies of foreign governments, and
any other individuals or organizations

which may supply pertinent
information.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

Parts of this system may be exempt
pursuant to 5 U.S.C. 552a(j)(2) if the
information is compiled and maintained
by a component of the agency which
performs as its principle function any
activity pertaining to the enforcement of
criminal laws.

An exemption rule for this system has
been promulgated in accordance with
requirements of 5 U.S.C. 553(b)(1), (2),
and (3), (c) and (e) and published in 32
CFR part 505. For additional
information contact the system manager.

[FR Doc. 02–5365 Filed 3–7–02; 8:45 am]
BILLING CODE 5001–08–P

DEPARTMENT OF DEFENSE

Department of the Army

Privacy Act of 1974; System of
Records

AGENCY: Department of the Army, DOD.
ACTION: Notice to Alter a System of
Records.

SUMMARY: The Department of the Army
is altering a system of records notice in
its existing inventory of record systems
subject to the Privacy Act of 1974, (5
U.S.C. 552a), as amended.
DATES: This proposed action will be
effective without further notice on April
8, 2002 unless comments are received
which result in a contrary
determination.

ADDRESSES: Records Management
Division, U.S. Army Records
Management and Declassification
Agency, ATTN: TAPC–PDD–RP, Stop
5603, 6000 6th Street, Ft. Belvoir, VA
22060–5603.
FOR FURTHER INFORMATION CONTACT: Ms.
Janice Thornton at (703) 806–4390 or
DSN 656–4390 or Ms. Christie King at
(703) 806–3711 or DSN 656–3711.
SUPPLEMENTARY INFORMATION: The
Department of the Army systems of
records notices subject to the Privacy
Act of 1974, (5 U.S.C. 552a), as
amended, have been published in the
Federal Register and are available from
the address above.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act of 1974, as amended, was
submitted on February 22, 2002, to the
House Committee on Government
Reform, the Senate Committee on
Governmental Affairs, and the Office of
Management and Budget (OMB)
pursuant to paragraph 4c of Appendix I

to OMB Circular No. A–130, ‘Federal
Agency Responsibilities for Maintaining
Records About Individuals,’ dated
February 8, 1996 (February 20, 1996, 61
FR 6427).

Dated: March 4, 2002.
Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

A0190–9 DAMO

SYSTEM NAME:
Absentee Case Files (February 22,

1993, 58 FR 10002).

CHANGES:

SYSTEM LOCATION:
Delete entry and replace with ‘U.S.

Army Personnel Control Facility, U.S.
Army Desert Information Point,
Building 1481, Fort Knox, KY 40121–
5000.’

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Delete entry and replace with ‘Active
duty Army, U.S. Army Reserve on active
duty or in active duty training status,
and Army National Guard personnel on
active duty, absent without authority
from their place of duty, listed as
absentee, and/or who have been
designated as a deserter.’

CATEGORIES OF RECORDS IN THE SYSTEM:
Add to entry ‘individual’s name,

Social Security Number, grade’.
* * * * *

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Delete entry and replace with ‘In
addition to those disclosures generally
permitted under 5 U.S.C. 552a(b) of the
Privacy Act, these records or
information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

Information may be disclosed to the
Department of Veterans Affairs for
assistance in determining whereabouts
of Army deserters through the Veterans
and Beneficiaries Identification and
Records Locator Subsystem.

The DoD ‘Blanket Routine Uses’ set
forth at the beginning of the Army’s
compilation of systems of records
notices also apply to this system.’
* * * * *

A0190–9 DAMO

SYSTEM NAME:
Absentee Case Files.

SYSTEM LOCATION:
U.S. Army Personnel Control Facility,

U.S. Army Desert Information Point,
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