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On August 3, 2004, the Chairman of 
CITA received a petition on behalf of 
Fishman & Tobin alleging that certain 
woven fabrics, of the specifications 
detailed below, classified in the 
indicated HTSUS subheadings, cannot 
be supplied by the domestic industry in 
commercial quantities in a timely 
manner and requesting quota- and duty-
free treatment under the CBTPA for 
apparel articles that are cut and sewn in 
one or more CBTPA beneficiary 
countries from such fabrics.

Specifications:

Fabric 1 Twill Fabric
HTS Subheadings: 5208.33.00.00 & 

5209.32.00.20
Fiber Content: 100% Cotton
Width: 57/58 inches
Construction: Two-ply in the warp and fill, of 

combed cotton ring spun 
yarns, 132 x 67, yarn sizes 
40 x 2/21 x 2

Dyeing: Continuous Dyeing

Fabric 2 Fancy polyester/rayon 
blend suiting fabric

HTS Subheading: 5515.11.00.05
Fiber Content: 65% polyester/35% rayon
Width: 58/59 inches
Construction: Two-ply carded and ring spun 

yarns in the warp and fill
Dyeing: Yarns are made from dyed fi-

bers

Fabric 3 Fancy polyester filament 
fabric

HTS Subheading: 5407.52.20.20, 
5407.52.20.60, 
5407.53.20.20 & 
5407.53.20.60

Fiber Content: 100% Polyester
Width: 58/60 inches
Construction: Plain, twill and satin weaves, 

in combinations of 75 de-
nier, 100 denier, 150 de-
nier, and 300 denier yarn 
sizes, with mixes of 25% 
cationic/75% disperse, 50% 
cationic/50% disperse, and 
100% cationic.

Dyeing: (Piece) dyed or of yarns of 
different colors

Fabric 4 190T polyester lining fabric
HTS Subheading: 5407.61.99.25-35
Fiber Content: 100% Polyester
Construction: 110 x 80, 68 denier x 68 de-

nier
Dyeing: Jet overflow and jet spinning 

methods

CITA is soliciting public comments 
regarding these requests, particularly 
with respect to whether these fabrics 
can be supplied by the domestic 
industry in commercial quantities in a 
timely manner. Also relevant is whether 
other fabrics that are supplied by the 
domestic industry in commercial 
quantities in a timely manner are 
substitutable for the fabric for purposes 
of the intended use. Comments must be 
received no later than August 24, 2004. 
Interested persons are invited to submit 
six copies of such comments or 
information to the Chairman, Committee 

for the Implementation of Textile 
Agreements, room 3100, U.S. 
Department of Commerce, 14th and 
Constitution Avenue, N.W., 
Washington, DC 20230.

If a comment alleges that this fabric 
can be supplied by the domestic 
industry in commercial quantities in a 
timely manner, CITA will closely 
review any supporting documentation, 
such as a signed statement by a 
manufacturer of the fabric stating that it 
produces the fabric that is the subject of 
the request, including the quantities that 
can be supplied and the time necessary 
to fill an order, as well as any relevant 
information regarding past production.

CITA will protect any business 
confidential information that is marked 
‘‘business confidential’’ from disclosure 
to the full extent permitted by law. 
CITA will make available to the public 
non-confidential versions of the request 
and non-confidential versions of any 
public comments received with respect 
to a request in room 3100 in the Herbert 
Hoover Building, 14th and Constitution 
Avenue, N.W., Washington, DC 20230. 
Persons submitting comments on a 
request are encouraged to include a non-
confidential version and a non-
confidential summary.

James C. Leonard III,
Chairman, Committee for the Implementation 
of Textile Agreements.
[FR Doc. 04–18225 Filed 8–5–04; 8:45 am]
BILLING CODE 3510–DR–S

DEPARTMENT OF DEFENSE

Office of the Secretary 

Strategic Environmental Research and 
Development Program, Scientific 
Advisory Board

AGENCY: Department of Defense.
ACTION: Notice.

SUMMARY: In accordance with Section 
10(a)(2) of the Federal Advisory 
Committee Act (P.L. 92–463), 
announcement is made of the following 
Committee meeting:
DATES: September 8, 2004 from 0830 
a.m. to 1715 p.m., and September 9, 
2004 from 0800 a.m. to 1725 p.m.
ADDRESSES: SERDP Program Office, 901 
North Stuart Street, Suite 804, 
Arlington, VA 22203.
FOR FURTHER INFORMATION CONTACT: Ms. 
Veronica Rice, SERDP Program Office, 
901 North Stuart Street, Suite 303, 
Arlington, VA or by telephone at (703) 
696–2119.
SUPPLEMENTARY INFORMATION: 

Matters To Be Considered 
Research and Development proposals 

and continuing projects requesting 
Strategic Environmental Research and 
Development Program funds in excess 
of $1M will be reviewed. 

This meeting is open to the public. 
Any interested person may attend, 
appear before, or file statements with 
the Scientific Advisory Board at the 
time and in the manner permitted by the 
Board.

Dated: August 3, 2004. 
L.M. Bynum, 
Alternate OSD Federal Register Liaison 
Office, Department of Defense.
[FR Doc. 04–18077 Filed 8–6–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

National Security Agency/Central 
Security Service 

Privacy Act of 1974; System of 
Records

AGENCY: National Security Agency/
Central Security Service, DOD.
ACTION: Notice to add a system of 
records. 

SUMMARY: The National Security 
Agency/Central Security Service is 
proposing to add an exempt system of 
records to its existing inventory of 
record systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. The exemptions increase the 
value of the system of records for law 
enforcement purposes.
DATES: This proposed action would be 
effective without further notice on 
September 8, 2004, unless comments are 
received which result in a contrary 
determination.

ADDRESSES: Send comments to the 
National Security Agency/Central 
Security Service, Office of Policy, 9800 
Savage Road, Suite 6248, Ft. George G. 
Meade, MD 20755–6248.
FOR FURTHER INFORMATION CONTACT: Ms. 
Anne Hill at (301) 688–6527.
SUPPLEMENTARY INFORMATION: The 
National Security Agency’s record 
system notices for records systems 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended, have been 
published in the Federal Register and 
are available from the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on July 30, 2004, to the House 
Committee on government Reform, the 
Senate Committee on Governmental 
Affairs, and the Office of Management 
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and Budget (OMB) pursuant to 
paragraph 4c of Appendix I to OMB 
Circular No. A–130, ‘Federal Agency 
Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427).

Dated: August 3, 2004. 
L. M. Bynum, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

GNSA 20

SYSTEM NAME: 
NSA Police Operational Files. 

SYSTEM LOCATION: 
National Security Agency/Central 

Security Service, Ft. George G. Meade, 
MD 20755–6000. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

NSA Police Officers; civilian DoD 
employees; military assignees; 
employees of other Federal agencies or 
military departments; contractor 
employees; non-appropriated fund 
instrumentality employees; family 
members of the afore mentioned 
categories; owners or operators of 
vehicles entering or attempting to enter 
on or near NSA-occupied areas; 
individuals arrested on or near NSA 
occupied areas; individuals suspected of 
posing a threat to the Safety of NSA 
persons or property; and individuals 
cited for violations of NSA security 
regulations. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Records include information from 

Police inventory control documents (to 
include weapon and radio serial 
numbers, police officer’s name, and 
police officer’s assigned shift), Incident 
Reports, Security Information Reports, 
reports of security violations, arrest 
reports, CTC vehicle registration files, 
accident reports, suspect data file/
reports, missing property reports, 
traffic/parking tickets, access control 
information, equipment inspection logs, 
and similar documents or files. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
National Security Agency Act of 1959, 

as amended, 50 U.S.C. 402 note (Pub. L. 
86–36), and 50 U.S.C. 403 (Pub. L. 80–
253); 40 U.S.C. 318, Special police; DoD 
Directive 5100.23, Administrative 
Arrangements for the National Security 
Agency; DoD Directive 5200.8, Security 
of DoD Installations and Resources; DoD 
Regulations 5240.1–R, Procedures 
governing the activities of DoD 
intelligence components that affect 
United States persons; NSA/CSS 
Regulation 120–19, NSA/CSS 

Headquarters Identification System; 
NSA/CSS Policy 120–02, Protective 
Services; E.O. 9397 (SSN); E.O. 12333, 
United States Intelligence Activities; 
E.O. 12958, Classified National Security 
Information; and E.O. 12968, Access to 
Classified Information. 

PURPOSE(S): 
To maintain records relating to the 

operations of the NSA Police for the 
purpose of providing reports for and on 
personnel and badge information of the 
current tenants of NSA/CSS facilities; to 
create and track the status of visit 
requests and the issuance of visitor 
badges; to identify employees and 
visitors at the entrances of the gated 
facility; to track inside the NSA/CSS 
facility authorized NSA/CSS employee 
and visitor badges as they are used to 
pass through automated turnstile 
system, access office suites and other 
work areas; to track any unsolicited 
contacts with the NSA/CSS; to track the 
investigation and determination of any 
wrongdoing or criminal activities by 
NSA/CSS employees or facility visitors; 
and to compile such statistics and 
reports on the number of unauthorized 
attempts to access NSA facilities, the 
number of security violations and 
arrests, the number of visitors, and 
reports of a similar nature. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES:

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To Federal agencies to facilitate 
security, employment, detail, liaison, or 
contractual determinations as required, 
and in furtherance of, NSA police 
operations. 

To Federal agencies involved in the 
protection of intelligence sources and 
methods, such as in counterintelligence 
investigations, to facilitate such 
protection. 

The DoD ‘‘Blanket Routine Uses’’ 
published at the beginning of the NSA/
CSS’s compilation of record systems 
also apply to this record system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are maintained in paper files 

and on electronic mediums. 

RETRIEVABILITY: 
By name, organization (or affiliation), 

dates of visit, type of badge issued, 

Social Security Number, vehicle license 
plate number, home address and phone 
number, date and place of birth, work 
center assigned, subject matter, and case 
number. 

SAFEGUARDS: 

Secured by a series of guarded 
pedestrian gates and checkpoints. 
Access to facilities is limited to security-
cleared personnel and escorted visitors 
only. With the facilities themselves, 
access to paper and computer printouts 
are controlled by limited-access 
facilities and lockable containers. 
Access to electronic means is controlled 
by computer password protection. 

RETENTION AND DISPOSAL: 

Records are periodically reviewed for 
retention. Records having no evidential, 
informational, or historical value or not 
required to be permanently retained are 
destroyed. Visitor passes and campus 
access files are destroyed when 15 years 
old. Physical security compromise 
reports are destroyed 10 years from time 
of incident. Files relating to exercise of 
police functions are destroyed when 
three years old. Reports relating to 
arrests are destroyed when two years 
old. Routine police investigations and 
Guard Service Control files are 
destroyed when one year old. 
Destruction is by pulping, burning, 
shredding, or erasure or destruction of 
magnetic media. 

SYSTEM MANAGER(S) AND ADDRESS: 

Director of Policy, National Security 
Agency/Central Security Service, 9800 
Savage Road, Suite 6248, Ft. George G. 
Meade, MD 20755–6248. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine if 
records about themselves are contained 
in this record system should address 
written inquiries to the Director of 
Policy, National Security Agency/
Central Security Service, 9800 Savage 
Road, Suite 6248, Ft. George G. Meade, 
MD 20755–6248. 

Written inquiries should include 
requestor’s full name, address, and 
Social Security Number. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to records 
about themselves contained in this 
record system should address written 
inquiries to the Deputy Director of 
Policy, National Security Agency/
Central Security Service, 9800 Savage 
Road, Suite 6248, Ft. George G. Meade, 
MD 20755–6248. 

Written inquiries should include 
requestor’s full name, address, and 
Social Security Number. 
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CONTESTING RECORD PROCEDURES: 

The NSA/CSS rules for contesting 
contents and appealing initial 
determinations are published at 32 CFR 
part 322 or may be obtained by written 
request addressed to the Chief, Office of 
Policy, National Security Agency/
Central Security Service, Ft. George G. 
Meade, MD 20755–6000.

RECORD SOURCE CATEGORIES: 

Individuals themselves; victims, 
witnesses, investigators, Security 
Protective Force, and other federal or 
state agencies and organizations. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

Investigatory material compiled for 
law enforcement purposes, other than 
material within the scope of subsection 
5 U.S.C. 552a(j)(2), may be exempt 
pursuant to 5 U.S.C. 552a(k)(2). 
However, if an individual is denied any 
right, privilege, or benefit for which he 
would otherwise be entitled by Federal 
law or for which he would otherwise be 
eligible, as a result of the maintenance 
of such information, the individual will 
be provided access to the information 
exempt to the extent that disclosure 
would reveal the identity of a 
confidential source. Note: When 
claimed, this exemption allows limited 
protection of investigative reports 
maintained in a system of records used 
in personnel or administrative actions. 

Records maintained solely for 
statistical research or program 
evaluation purposes and which are not 
used to make decisions on the rights, 
benefits, or entitlement of an individual 
except for census records which may be 
disclosed under 13 U.S.C. 8, may be 
exempt pursuant to 5 U.S.C. 552a(k)(4). 

Investigatory material compiled solely 
for the purpose of determining 
suitability, eligibility, or qualifications 
for federal civilian employment, 
military service, federal contracts, or 
access to classified information may be 
exempt pursuant to 5 U.S.C. 552a(k)(5), 
but only to the extent that such material 
would reveal the identity of a 
confidential source. This provision 
allows protection of confidential 
sources used in background 
investigations, employment inquiries, 
and similar inquiries that are for 
personnel screening to determine 
suitability, eligibility, or qualifications. 

An exemption rule for this exemption 
has been promulgated in accordance 
with requirements of 5 U.S.C. 553(b)(1), 
(2) and (3), (c) and (e) and published in 
32 CFR part 322. For additional 
information contact Ms. Anne Hill, 
Privacy Act Officer, NSA/CSS Office of 

Policy, 9800 Savage Road, Suite 6248, 
Ft. George G. Meade, MD 20766–6248.

[FR Doc. 04–18080 Filed 8–6–04; 8:45 am] 

BILLING CODE 5001–06–M

DEPARTMENT OF EDUCATION

Submission for OMB Review; 
Comment Request

AGENCY: Department of Education.

SUMMARY: The Leader, Regulatory 
Information Management Group, Office 
of the Chief Information Officer invites 
comments on the submission for OMB 
review as required by the Paperwork 
Reduction Act of 1995.

DATES: Interested persons are invited to 
submit comments on or before 
September 8, 2004.

ADDRESSES: Written comments should 
be addressed to the Office of 
Information and Regulatory Affairs, 
Attention: Carolyn Lovett, Desk Officer, 
Department of Education, Office of 
Management and Budget, 725 17th 
Street, NW., Room 10235, New 
Executive Office Building, Washington, 
DC 20503 or faxed to (202) 395–6974.

SUPPLEMENTARY INFORMATION: Section 
3506 of the Paperwork Reduction Act of 
1995 (44 U.S.C. chapter 35) requires that 
the Office of Management and Budget 
(OMB) provide interested Federal 
agencies and the public an early 
opportunity to comment on information 
collection requests. OMB may amend or 
waive the requirement for public 
consultation to the extent that public 
participation in the approval process 
would defeat the purpose of the 
information collection, violate State or 
Federal law, or substantially interfere 
with any agency’s ability to perform its 
statutory obligations. The Leader, 
Regulatory Information Management 
Group, Office of the Chief Information 
Officer, publishes that notice containing 
proposed information collection 
requests prior to submission of these 
requests to OMB. Each proposed 
information collection, grouped by 
office, contains the following: (1) Type 
of review requested, e.g. new, revision, 
extension, existing or reinstatement; (2) 
title; (3) summary of the collection; (4) 
description of the need for, and 
proposed use of, the information; (5) 
respondents and frequency of 
collection; and (6) reporting and/or 
recordkeeping burden. OMB invites 
public comment.

Dated: August 3, 2004. 
Angela C. Arrington, 
Leader, Regulatory Information Management 
Group, Office of the Chief Information Officer.

Federal Student Aid 

Type of Review: Extension. 
Title: Federal Register Notice Inviting 

Applications for the Participation in the 
Quality Assurance (QA) Program. 

Frequency: One time. 
Affected Public: Not-for-profit institutions; 

businesses or other for-profit; Federal 
government. 

Reporting and Recordkeeping Hour 
Burden:

Responses: 125. 
Burden Hours: 125. 

Abstract: With this notice, the Secretary 
invites institutions of higher education to 
send a letter of application to participate in 
the Department of Education’s Quality 
Assurance (QA) Program. This Program is 
intended to allow and encourage 
participating institutions to develop and 
implement their own comprehensive 
programs to verify student financial aid 
application data. 

Requests for copies of the submission for 
OMB review; comment request may be 
accessed from http://edicsweb.ed.gov, by 
selecting the ‘‘Browse Pending Collections’’ 
link and by clicking on link number 2603. 
When you access the information collection, 
click on ‘‘Download Attachments’’ to view. 
Written requests for information should be 
addressed to U.S. Department of Education, 
400 Maryland Avenue, SW., Potomac Center, 
9th Floor, Washington, DC 20202–4700. 
Requests may also be electronically mailed to 
the Internet address OCIO_RIMG@ed.gov or 
faxed to 202–245–6621. Please specify the 
complete title of the information collection 
when making your request. 

Comments regarding burden and/or the 
collection activity requirements should be 
directed to Joseph Schubart at his e-mail 
address Joe.Schubart@ed.gov. Individuals 
who use a telecommunications device for the 
deaf (TDD) may call the Federal Information 
Relay Service (FIRS) at 1–800–877–8339.

[FR Doc. 04–18131 Filed 8–6–04; 8:45 am] 
BILLING CODE 4000–01–P

DEPARTMENT OF EDUCATION

Submission for OMB Review; 
Comment Request

AGENCY: Department of Education.
SUMMARY: The Leader, Regulatory 
Information Management Group, Office 
of the Chief Information Officer invites 
comments on the submission for OMB 
review as required by the Paperwork 
Reduction Act of 1995.
DATES: Interested persons are invited to 
submit comments on or before 
September 8, 2004.
ADDRESSES: Written comments should 
be addressed to the Office of 
Information and Regulatory Affairs, 
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